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**ABSTRACT**

In this paper, we describe our approach for implementing the known exploit for the Android operating system (OS) Stagefright vulnerability on numerous releases of the Android OS ranging from versions 4.0-5.1.
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# INTRODUCTION

Security researchers at Zimperium Research Labs (zLABS) recently discovered an Android OS vulnerability. To exploit this vulnerability, the attacker merely needs access to the phone’s mobile number and can gain remote code execution privileges. The Android Open Source Project (AOSP) contains a media library named Stagefright at its core which is responsible for processing of all multimedia files (videos, audio, and documents).

The vulnerability found in Stagefright is especially dangerous because it requires no interaction from the device user. Multimedia files are pre-processed by Stagefright as they are received to insure they are ready for use/viewing when the device user needs them. This pre-processing causes any malicious code embedded in the multimedia file to be executed even before the multimedia file is accessed by the device user.
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## Normal or Body Text

The VP of Platform Research and Exploitation at Zimperium zLabs, Joshua J. Drake discovered the vulnerability after delving into the inner workings of the Android OS.

When dealing with multimedia files time is of the essence and speed of processing is a high priority. As such, the Stagefright library was not written in Java or a similar more memory-safe language, but instead was based in C++, which is more apt to suffer from memory corruption.
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## Potential Disaster

The Stagefright vulnerability is said to effect 95% of all Android devices, an estimated 950 million.[[1]](#footnote-1) Ther
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### Android x86 OS

We initially planned to use the Android x86 version of the OS for replicating the Stagefright exploit; however we were unable to find a way to emulate sending of text messages, specifically MMS messages with this version of the OS. Since MMS is one of the best and most likely way this exploit would be delivered to the public, we decided to find an environment that would allow us to deliver the exploit in this manner.

### Android Studio

After our issues with the Android x86 OS we tried Android Studio to spin up virtual instance of Android on PC. Android Studio allows the user to install and load any version of the Android OS on many different phone emulators. According to our research, the Android Emulator version allows for sending of SMS text messages through the command “sms send <senderPhoneNum> <textMsgBody>”.

Unfortunately after playing with the Android Emulator we discovered it would not meet our needs. While it is able to send SMS text messages, it is unable to send MMS messages. Since multimedia files are transmitted as MMS messages, not SMS messages, we would have to find another way to transmit the MMS message in this tool.

Before moving from Android Studio to yet another tool, we also looked at the possibility of using the Andoid app Google Hangouts to transmit the malicious MMS. Google Hangouts comes standard on the Android OS and allow for SMS/MMS integration; however, even our attempts using Google Hangouts in Android Studio were unsuccessful and we were forced to find another way to deliver the exploit to the device.

### VMs and Physical Devices

We finally employed the use of Genymotion VMs (versions 4.1-4.4 as well as less vulnerable versions 4.4-5.1), VMs in the Android SDK emulator (again on vulnerable versions 4.1-4.4 as well as 4.4-5.1), and even a physical Nexus 7 tablet running 4.1. After more research we discovered our issues with using Google Hangouts was due their disabling of MP4 messages, which was the type of file we were using as an exploit package. However, Zimperium zLabs also divulged the phone was vulnerable in whatever way the file could get onto the system, so we were able to deliver the exploit package through other means (methods discussed previously in <>).
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